
EARN MORE Selling Thrive’s Managed SIEMaaS with 
Security Monitoring and Endpoint Security and 
Response.
Sell Thrive’s Managed SIEM-as-a-Service (SIEMaaS) with Security Monitoring and Endpoint Security 
and Response and receive 2X MRR. Promo is for SIEMaaS and EDR services only on new 36 
month customer contracts. This promo is only being offered to our channel partners for new logos 
and new services.

Managed SIEMaaS with Security Monitoring
Powered by the robust Fortinet FortiSIEM platform, Thrive 
Managed SIEMaaS with Security Monitoring delivers advanced 
data correlation and real-time analytics, made possible by 
FortiSIEM Machine Learning and User and Entity Behavior 
Analytics (UEBA), all monitored by Thrive’s 24x7x365 Security 
Operations Center to identify and assess real-time threats to 
your organization. 

 � Real-time analysis of security and network threats by Thrive’s 
Security Operations Center

 � Ongoing device discovery and alert optimization
 � Standard and custom rules for incident alerting
 � Security Incident Dashboard
 � SaaS security monitoring available

TERMS: Contracts need to be signed before December 31, 2023. This promotion 
cannot be sold in conjunction with any other Thrive promotion. Promo is for 2X MRR 
for SIEMaaS and EDR services only on new 36 month customer contracts. Must be 
new logos and new services.

PAYMENT 1
90 days after contract goes to bill

12 months later

For more information, contact your THRIVE SALES REP. at 
channelpartners@thrivenetworks.com

Offer Expires:  December 31, 2023

Get 2X MRR selling 
Managed SIEMaaS & EDR!

2X 
MRR

PAYMENT 2

Endpoint Security and Response
Powered by Fortinet’s FortiEDR platform, Thrive’s Managed 
Endpoint Security and Response service provides proactive, 
real-time, fully automated security with orchestrated incident 
response across all devices covering current and legacy 
operating systems.

 � Protection, detection, and remediation of file based and 
fileless malware

 � Real-time automated prevention of ransomware encryption
 � Data exfiltration detection and protection
 � Attack surface reduction
 � Automated remediation
 � Off-line protection
 � Network traffic analysis


